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What is Two-Factor Authentication?

Beginning this summer, Tufts CTSI will be updating its 

REDCap instance to use Two-Factor Authentication.

This will help us to increase security and protect your 

research data.



How Does it Work?

Once activated, to log onto REDCap you will need a 

verification code, which can be provided via e-mail or 

Google Authenticator



Verification via E-mail

If you choose the “E-mail” option, you will be asked for a 

code that was sent to your primary e-mail address



Verification via Google Authenticator

To use Google Authenticator, 

you will need to set it up for your 

account under “User Profile”

To access, select “My Profile” in the upper-

right corner of the screen after logging in



Verification via Google Authenticator

Selecting “Set up 

Google Authenticator” 

will open a dialog box 

containing a QR Code



Verification via Google Authenticator

To scan the QR Code, you will need the Google 

Authenticator app, which is available in the App 

Store and Google Play.  



Verification via Google Authenticator

Once you open the app, you should see the option to 

“Scan a Barcode”.  Use this to scan the QR code



Verification via Google Authenticator

The app will then add 

REDCap (no further 

setup required), along 

with a number next to 

the account that will 

change regularly 



Verification via Google Authenticator

This number is then your verification code whenever 

you select the Authenticator option during login 



Questions?

For any questions, don’t hesitate to contact us at 

informatics@tuftsctsi.org
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